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IBM App Connect Overview 



One product

Universal
Connectivity

User-centric
tooling

Powerful 
mapping

Cognitive
enrichment

Multiple 
integration 

styles

Broad
Deployment 

options

IBM App Connect is 
a single integration 
offering that 
supports a breadth 
of integration needs 
across a modern 
digital business



Two user experiences

App Connect Designer App Connect Toolkit 

• Award winning, browser-based 
design

• Configuration based, model-driven 
tooling for rapid outcomes

• Supports a broad range of use cases

• Powerful integration tooling 
• Build and manage integrations 

for any requirement 
• Utilize with Designer to enable 

greater collaboration

The web one
It let’s you do 

integration 
with zero 
training 

The eclipse 
one for 

experts to 
build out the 

hard stuff



App Connect Designer Updates



Huge investments through 
2018 in our new tooling!

40+ releases each with multiple new 
features in each

Added 50+ new connectors
• Key business apps CRM, ERP, Marketing, 

Commerce, Databases, Big Data, Analytics 
and AI, Cloud Storage

• Salesforce, SAP, Microsoft, Oracle and 
more

• Technology - REST - HTTP/OpenAPI, 
SOAP, MQ, SFTP

• Data formats - JSON, CSV, XML

Native support to extend Enterprise 
functions via Callable flows

What's new in App Connect Blogs

https://developer.ibm.com/integration/docs/app-connect/whats-new-ibm-app-connect/


Supports multiple integration patterns

• recognize events across your IT landscape and take 
action

Event-driven 
flows

• exposing data backend systems, SaaS apps and 
data stores as RESTful interfacesAPIs

• load information into new apps, data stores, or 
analytical and cognitive systemsData Copy

• keeping applications up to date as changes occur or 
on a periodic basisData Sync 

• extend insight through leveraging external sources 
of information or artificial intelligence

Data 
Enrichment 



Built-in Optimization:
• Metadata and business object aware
• Configured to listen and trigger to change events
• Process data in batch/bulk when moving large 

volume of data
• Robust and resilient to failure with built-in fail-over 

and retry mechanism
• Secure connectivity for on premise apps via Secure 

Gateway service

Connector Innovation - Crawling
• Traverse and retrieve a hierarchy of objects from a 

connector starting at any given point.  
• Well suited for apps like Sharepoint, Box, One 

Drive, and other content systems.
• Provides value for content stores, data lakes and 

other analytic solutions where large quantities of 
data need to be moved en masse

Smart Connectors

Update 
Customer

Store 
Contract

Cognitive 
Enrichment

Create 
Ticket

Create 
InvoiceNew Cart

Update 
Commission

New Lead



Expand 
reach of your 
connectivity

• Simplest means to register new endpoints …. supply an OpenAPI or WSDL file 
and give your “connector” a name and a description

• Onboard your org’s APIs, SaaS/Software (like IBM Maximo ) or take advantage 
of online libraries like apis.guru to expand the org reach to 1000s of endpoints

• Once imported, these APIs can be easily added to any integration

https://developer.ibm.com/integration/blog/2018/06/12/cloud-integration-premise-maximo/
https://apis.guru/browse-apis/


Ability to combine 
app and data seamlessly

Mix and Match
Flows can include 

elements of app and data 
integration patterns

Optimize in Each
Engine understands the 

dynamics of performance and 
scale-out in each pattern

Solve Faster
flexibility allows users 

to solve more 
problems more quickly



Batch extract and bulk load

Connectors buffer 
records on kafka 
and exploit bulk 

APIs of endpoints

Horizontal scaling 
of stateless flow 

engine

Optimised APIs for 
streaming and extract 

where available

Kafka topic, with 
multiple 

partitions.

Separate kafka
topic, with multiple 
partitions, for each 

bulk process

High Throughput  - Scalable  - Predictable performance



Key Integration between App Connect and API Connect

Expose APIs in App Connect 
manage in API Connect 

Consume API in App Connect from 
API Connect catalog



Creating truly hybrid integrations

ü Speeds interaction between IT and other users 
ü Maintain security practices 
ü Integrations remain unchanged

Callable flows - ability for a flow to call another flow 
directly, these flows can be running in cloud or locally
• Designer can call toolkit message flows and vice- versa
• Designer has native access to callable flows in UI
Why use callable flow?
• Create Hybrid flows:

• run and manage your integrations efficiently 
• Split labor-intensive/complex flows

• Security:
• Control who has access to what

• Re-usability:
• A callable flow can be invoked by multiple different 

flows



CD/CI

Admin and 
platform 
APIs

• In partnership with customer, built APIs to drive 
the App Connect cloud service.

• Coverage includes:
� Connector availability
� Metadata exploration
� Asset creation
� Runtime execution
� Log / message retrieval
� Control execution of long running flows



Why we are different

Connectors Agile runtime LOB tooling



Modernize 
Integration

https://www.ibm.com/cloud/agile-integration-architecture



Designer

App Connect 
Professional

App 
Connect 

Enterprise
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IBM Integration Bus v10

IBM App Connect Enterprise v11

License IIB Developer Edition IIB Standard Edition IIB Advanced Edition AIS

Community Support ü ü ü P

Paid IBM Support for production use x ü ü ü

More than 1 transaction per second x P P P

More than one Integration Server per node P x P P

Salesforce Request node P x x P

Entitlement to IBM App Connect Professional x x x P

License ACE Developer Edition App Connect Standard App Connect Enterprise AIS

Community Support ü ü ü P

Paid IBM Support for production use x ü ü ü

More than 1 transaction per second x P P P

More than one Integration Server per node P x P P

Salesforce request node P P P P

Entitlement to IBM App Connect Professional x x ü ü

Entitlement to IBM Cloud Connectors x x P P

Entitlement to IBM API Connect x x x ü



ACE v11.0.0.0
Unzip and Go - stand-alone Integration Servers
Policy creation in Toolkit & Deploy using a BAR

New Web User Interface
New REST APIv2

Server config yaml file for start up config
New App Connect Enterprise Developer edition
New Dockerfile @ github.com/ot4i/ace-docker

New Docker image @ hub.docker.com/r/ibmcom/ace/
New Cloud Connector Plan entitlement

Callable Flows across multi-tenant and dedicated runtimes

ACE v11.0.0.1
Integration Node capabilities (Tech Preview)

Node-wide HTTP Listener (Tech Preview)
Web User Interface enhancements for support of Nodes

Migration from IIBv9 and IIBv10
Monitoring profiles

Additional admin commands and extended REST APIv2
Web User Interface enhancements for support of Nodes

New Group nodes for non-persistent in-memory aggregation

ACE v11.0.0.2
Tech Previews removed

Migration vehicle to ACE v11

ACE v11.0.0.3

IIB v10.0.0.10
Q3 2017

Docker image on Docker Registry Hub
IIB Helm chart for running in Kubernetes
Send Resource Stats to Bluemix Logging

Send Resource Stats to Filesystem
Import Swagger with recursive references

Toolkit Export remote node connection info
New CPU benchmark processing command

IIB v10.0.0.11
Q4 2017

App Connect REST Request node
App Connect REST Pattern

Send Activity Log to IBM Cloud
Ubuntu 16.04 support

Java 8

IIB v10.0.0.12
Q1 2018

Windows Server 2016 support
Node.js v6 upgrade
Flow stack reporter

JD Edwards 9.2 support

IIB v10.0.0.13
Q2 2018

Now

Time

IIB v10.0.0.14

Node.js v8.10.0 upgrade
Support for Oracle 12c Release 2

Support for DB2 version 12 on z/OS
Support for Sybase v16



Process
Supervision

Admin Web UI

Internal 
Cfg Store
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ServicePhysical/ 

Virtual 
Machine
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BAR Flow

Node

v10
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The Integration Server relies on three subfolders 
which live in its work directory:
• The run directory contains the unzipped deployed 

content from BAR files
• The overrides directory provides ability to override 

directly in a particular runtime environment
• The config directory holds other configuration files 

(eg for loopback, switch, security config etc.)

ACE v11 Work Directory



Accounting Statistics, Resource Statistics and 
Event Logs

StatsSnapPublicationOn: inactive    # choose 1 of : active|inactive
StatsSnapNodeDataLevel: none        # choose 1 of : none|basic|advanced
StatsSnapOutputFormat: 'usertrace'  # comma separated list of : csv,bluemix,json,xml,usertrace
StatsSnapThreadDataLevel: none      # choose 1 of : none|basic
StatsSnapAccountingOrigin: none     # choose 1 of : none|basic



Monitoring Profiles



V11 work-directory

Policy 
project 
4 config 
svcs

Integration server

C:\iib\mqsicreatebroker
C:\iib\mqsicreateexecutiongroup

Integration 
node Registry

Resource Managers

Configurable Services

Library 
systemV-prev V11

Branch

Deploy

C:\iib\mqsichangeproperties
C:\iib\mqsichangeproperties

Scripts
C:\iib\mqsichangeproperties
C:\iib\mqsichangeproperties
C:\iib\mqsichangeproperties
C:\iib\mqsicreateconfigurableservice
C:\iib\mqsicreateconfigurableservice

XSD ESQL

Shlib1 App2

Integration server 2 Resource Managers

XSD ESQL

Shlib3 App4
Integration server 3 Resource Managers

XSD ESQL

Shlib3 App4

Install ACE V11

node
.conf.
yaml

mqsibackupbroker

myBackup.zip

mqsiextractcomponents

Server directory

server
.conf.
yaml

run
XSD ESQL

Shlib3

App4

Server directory

server
.conf.
yaml

run
XSD ESQL

Shlib3

App4

Server directory

server
.conf.
yaml

run
XSD ESQL

Shlib3

App4

Standalone server work-directory

server
.conf.
yaml

run
XSD ESQL

Shlib3

App4

Uninstall V-prev

Migration and Extraction
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Improved Flow Exerciser and Unit Testing

• Response now indicates if the message came from an 
input node

• Node labels included in the response format

• Better identification of sequence information

• Correlation information for injection. Correlation 
between an input messages and its recorded messages

• It is now possible to identify a single message without 
its payload and then make a later request to get the 
payload for that specific message

• Better pagination options than in V10.

• The recorded message record can now be XML or JSON.

• Injection is now enabled at the Flow level instead of the 
server level. This means that other flows are not 
impacted by checking if they have injected data.

• There is now an /inject non crud action on message 
flows when injection mode is enabled. This makes it 
easy for an API to be flow-centric and removes the need 
to correctly identify lengthy query parameters.



Thank you



We want your feedback!

• Please submit your feedback online at ….
Øhttp://conferences.gse.org.uk/2018/feedback/JE

• Paper feedback forms are also available from the Chair person

• This session is JE



Backup



App Connect Professional (Studio) Roadmap Highlights

IBM Cloud / © 2018 IBM Corporation

1H 2018 2H 2018 1H 2019

Enhancements
- GDPR deployment guidelines 
- SAP Load balancing support
- ESX v6.5 certification

RFE Enhancements
- MQ Connector SSL/TLS1.2 support
- To be FIPS 140 compliant, 

enhancing the MQ Connector to 
support Ciphers (Delivered)

- OData connector support orderBy, 
filtering and compression

Salesforce Ecosystem
- Currency updates to support latest 

version of Salesforce SOAP API v41 
from v33

- External ID support, pagination
Other connector updates
- JD Edwards, Zuora

- ACP Software customers to get 
entitlement to new Cloud 
Connectors* 

- NetSuite , Workday connector 
enhancement

- Kubernetes Support
- Upgrade connector currency

- NetSuite
- Workday
- MS Dynamics
- Box
- Salesforce Bulk API

Portfolio Convergence
- App Connect Designer runtime on 

premise
- Convergence of Integration Personas

IBM Confidential



• Default node.conf.yaml or server.conf.yaml is copied into the work-directory
• For integration nodes registry settings are applied to node.conf.yaml
• For example, whether admin security is enabled

• If extracting to a standalone server work-directory relevant node level 
settings are applied to the server.conf.yaml
• For example the default queue manager name

• Resource manager settings are applied to server.conf.yaml
• For example the jvmMaxHeapSize setting for ComIbmJVMManager resource manager
• Warnings are issued for any resource managers which are not supported by V11 where 

values are not set to the default
• Security credentials are copied across to node or standalone server
• ConnectorProviders and EISProviders configurable services are applied to 

node/server.conf.yaml

Configuration


